
IMPLEMENTATION OF SMART CARDS IN DATABASE SYSTEM  
FOR AUTHORISED ACCESS TO SGU ROOM MODEL  Page 99 of 141 

 

 

 

  Ivan Angelo 

REFERENCES 

 

Text Books and E-books 

 

[1] Hendry, Mike. Multi-Application Smart Cards. Cambridge: Cambridge 

University Press-16, 2007. 

[2] Juju, Dominikus, & Matamaya Studio. Teknik Menjebol Password. 

Jakarta: PT Elex Media Computindo, 2008. 

[3] Mazidi, Muhammad Ali, Janice Gillispoe Mazidi and Rolin D. McKinlay. 

The 8051 Microcontroller and Embedded Systems Using Assembly and 

C Second Edition. NJ: Prentice Hall. 

[4] Phillips, Bill. The Complete Book of Locks and Locksmithing. McGraw-

Hill, 2005. ISBN 0-07-144829-2. 

[5] Rankl, Wolfgang. Smart Card Applications, Design Models for using and 

programming smart cards. England: John Wiley & Sons Ltd, 2007. 

[6] Whitman, Michael E., & Herbert J. Mattord. Principle of Information 

Security Third Edition. Canada: Thomson Course Technology, 2009. 

 

Internet Resources & Others 

 

[7] Advanced Card Systems Ltd. ACR120 Contactless Reader/Writer, 

Communication Protocol ver. 1.8, 2006. 

[8] Advanced Card Systems Ltd. ACR120 Contactless Reader/Writer, 

Technical specification ver. 3.1, 2007. 

[9] Philips. MIFARE(r) Standard Card IC MF1 IC S50 Functional 

Specification-17, 2001. 

[10] “ACR120 Contactless Smart Card Reader.”  

http://www.cardsolution.co.id/index.php/products?do=produkdetail& 

id=56, accessed May 2010. 

[11] “ACR120 Reader”. 

http://www.cardsolution.co.id/index.php/products?do=produkdetail& 

id=56, accessed May 2010. 



IMPLEMENTATION OF SMART CARDS IN DATABASE SYSTEM  
FOR AUTHORISED ACCESS TO SGU ROOM MODEL  Page 100 of 141 

 

 

 

   Ivan Angelo 

 

[12] “Access Control.” http://www.authenticationworld.com/Access-Control-

Authentication/, accessed May 2010. 

[13] “Biometric.” http://www.biometricvisions.com/systems/systems.htm. , 

accessed June 2010. 

[14] “Biometric Technology”. 

http://www.heritage.org/Research/Reports/2004/06/Biometric-

Technologies-Security-Legal-and-Policy-Implications, accessed June 

2010. 

[15] “Contact-Based Smart Card”. 

http://www.kfupm.edu.sa/smartcard/whatis.htm, accessed April 2010. 

[16] “Contactless Smart Card”. 

http://www.kfupm.edu.sa/smartcard/whatis.htm, accessed April 2010. 

[17]  “Electronic Lock.” http://www.electronics-

manufacturers.com/products/security-equipment/electronic-lock/, 

accessed June 2010. 

[18]  “Fingerprint.” http://www.lumidigm.com/multispectral-imaging/, accessed 

July 2010. 

[19] “History of Lock”. 

http://www.britannica.com/EBchecked/topic/345732/lock, accessed July 

2010 

[20] “How to Open Warded Locks”. http://hubpages.com/hub/How-to-Open-

Warded-Locks, accessed July 2010. 

[21] “Keypad Door Lock”. 

http://www.elitesafes.com/index.php?main_page=product_info&cPath= 

1&products_id=40&zenid=2a12ed6d8a411bb52651635c2bdf8e2f, 

accessed June 2010. 

[22]  “MIFARE® 1K contactless card”. 

http://www.bestid.pt/catalogo/product_info.php?products_id=514, 

accessed June 2010. 

[23] “Pin Tumbler Lock.” http://www.crypto.com/papers/notes/picking/, 

accessed June 2010. 

 



IMPLEMENTATION OF SMART CARDS IN DATABASE SYSTEM  
FOR AUTHORISED ACCESS TO SGU ROOM MODEL  Page 101 of 141 

 

 

 

   Ivan Angelo 

 

[24] “Retina Scan”. http://advanced-biometrics.com/content/biometrics-

services, accessed June 2010. 

[25] “Serial Interface DB-9”. 

http://www.westerndata.com/products/rs232c.php, accessed June 2010. 

[26] Simple Three Disc Mechanism.” http://www.answers.com/topic/lock-

device, accessed June 2010. 

[27] “Smart Card Chip Module”. 

http://ghaghagha.000space.com/2010/03/teknologi-sim-card/, accessed 

June 2010. 

[28] “Smart Card File Management”. 

http://www.cs.uct.ac.za/Research/DNA/SOCS/rchap5.html, accessed 

April 2010. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 


