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Indonesia internet users are growing exponentially in the recent years, making it twice
the numbers from 2010 to 2016. However, Indonesia also the 7" best place for malware
and botnet, these stat shows that Indonesia internet users are not having the sufficient
awareness nor the information security professionals to protect the national
infrastructures. This research leverage the necessity of information security workforce
standard which can support the Indonesian Government to define the Information
Security workforce Requirements. NIST Cyber Security Framework and NIST Cyber
Security Workforce are chosen to be the fundamental standard to develop workforce
mapping for all Indonesian Government and Enterprise sector. Questionnaire and
interviews had been performed in order to have a clear justification for the need of
workforce mapping. Finally, validation process with 4 experts was fully agreed that the
proposed method can be implemented in Indonesian Government and Enterprise sector.
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